Features :

* Classifying and analyzing Internet packets and providing reports of application session of respective network
communication.

* The analyzed report includes the information of port, start time, end time,
source of IP and MAC, destination of IP and MAC, protocol type
(UTP/TCP/ICMP), quantity, and data length. _

- Predefined the relationship between IP and domain, and import this info [ &
into the system in order to find out the domain by IP or find out the IPs by
domain.

- Obtaining the IP’ s registered info automatically via WHOIS.

+ Network Packet Source Forensics Device is able to be integrated with E-
DETECTIVE System in order to classify and to analyze Internet packets.

Operating Manual :

1.Providing the information of port, source of IP 2.Predefined the relationship between IP and domain, and
and MAC, destination of IP and MAC, proto- import this info into the system in order to find out the
col type (UTP/TCP/ICMP), quantity, Data domain by IP or find out the IPs by domain.
length.
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E - Mail : decision@ms1.hinet.net
URL: www. edecisiondu.com/forensics. html

Contact: Casper / Managing Director




